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Session objective:

» Partficipants will learn about Cyber bullying/cyber
safety and how to share this information to their
students, school community and families.

» The session will also review strategies on how o help
youth understand the proper ways of using the internet
as a tool versus causing themselves or others harm.

» Have tools and resources to create Digital citizenship in
the classroom

» Resources and handouts will also be shared during this
presentation. Future school presentation requests for
students may done online at

https:.//www.nmag.gov/community-outreach.aspx

Inspire2019
Sounney to the Heant of Falucation



https://www.nmag.gov/community-outreach.aspx

Collaboration Time:
Time to turn and talk o the members at your table

» In your tables share out what are the biggest concerns schools
face with internet safety online?

Creafte a list of responses from your table

(10min collaboration before reporting out)

Time to share out......

Now lets learn more about the current dangers students
face online with safety and cyberbullying.....



Cyber Bullying Statistics from 2019

ee¢ 7o your point of view, on what communication tool is cyberbullying
mainly occurring?

24%  23% 519

0
I I I 1i/° 10%

Text messages Facebook Instagram Twitter Snapchat Emails Other

33% 15%

of respondents of respondents
aged 18 10 24 aged 131017
years old

Base: 506 online respondents aged 13 to 24 and representative of the general
US population. Interviews between June 7Y and june 8Y

@ © ©) reportiinker.com/insight JReportLinker




What is Cyber Bullying?

Defined as:
» “willful and repeated harm inflicted through fthe use
of computers, cell phones, and other elecfronic devices.”

» referring to incidents where adolescents use technology to harass,
threaten, humiliate, or otherwise hassle their peers or others.

EXAMPLES: gl 2

» What do you think would be a form of '
Cyber Bullyinge

p LET'S AR




GAME TIME: What is Cyber Bullying? l
r
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Where does cyberbullying commonly
occur?

Online:
Cyberbullying occurs across a variety of venues and mediums in cyberspace,

» In the early 2000s, many kids hung out in chat rooms, and as a result that is where most
harassment took place.

Social media:
Facebook, Instagram, Snapchat, TikTok/Musical.ly, Twitter,
Online Gaming with voice/text chat:

Roblox, League of Legends, Over watch, Player Unknown, Battlegrounds, Fortnite and
videosharing

Streaming sites:
YouTube, ShapChat, Facebook live, Twitch, and Live.Me.



DING, DING, DING.......



Negative effects that cyberbullying
can have on a person:

Those who are targeted:

» Victims report feelings of Depression, sadness, anger, and
frustration.

Some felt hurt, both physically and mentally.
Feeling scared and effected my confidence.
Feeling sick and worthless to others.

V. ViV

Afraid or embarrassed to go to school (leading to
excessive absences).



See Something, Say Something~
Don’t Stand By

» By actively standing up—in that moment or right
afferward (support the targeted person, give
encouragement, helping to block and report the
harassment, saving digital evidence, and reaching
out to an adult), it can make difference &
Improving the situation.

» You may save a lifel



Consequences of Cyberbullying l

-
Not a Rite of Passage

In most states, bullying and
cyberbullying are against school policy
and state law.

At school: Legally you may face Long-term implications:
® Notallowedto  charges: ® It could limit your
participate in ® You could be ability to receive
certainiScie gl criminally charged certain scholarships
N with harassment or or secure certain
activities stalking jobs

® Suspension



Couple Charged with Cyber bullying l




Sexting

*Sexting” refers to youth sending sexually explicit
messages or sexually explicit photos of themselves or
others to their peers. Today, many teens are using
cell phones, computers, web cams, digital cameras,
and/or certain video game systems to take and
distribute sexually explicit photographs of themselves
or others.

*NCMEC Net Smartz http://www.netsmartz411.org/NetSmartz411/KnowledgeDetail.aspx2id=401119




What should you do?




No Taking It Back!

Embarrassment
Humiliation

Loss of Relationships
Bullying
Objectification

Depression



Cyber Safety:

Infernet ~Social Media and Future Impacts

» Once something is sent out through infernet it
can not be completely deleted or vanish.

» Think of your current Social Media you
have....

» What personal information is on it and who
has access to Ite

» Future employers use this as a reference and
as your online resume






Don’t Trip Over Your Digital Footprint
IFYOU GANJ:,IS;TDHE E TIIATJ

pllal
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THATD BE GREAT

A status update of 140 characters is oH |’r
takes to seriously offend others

or damage your reputation.

leaves a -

digital footprint.




Grooming, what can happen?




Grooming:

Definition: the action by a pedophile of preparing a child
for a meeting, especially via an Internet chat room, with
the intenfion of committing a sexual offense.

Anyone can be a victim. Vulnerability is a common
factor.

Often starts with a friendship.

Favors and promises are made to build frust.
Secrecy.

Difficult to distinguish from romance.




Internet Safety

MNanonlIOnlheSIfdywebdlevei jparents, carers and trusted Id\l&mththelnhlmaﬁon\heyneedloholdmln conversation about online safety with
ieve trusted adults should be aware of. Please visit www.nationalonlinesafety.com

forfurther “?ﬂs,himsandthshraduks

their children, should they feel itis needed. Isguzmmwonelsweﬂm

National
Online
Safety

T questions to help you start a conversation
with your child about online safety '
HWakeUpWednesday P

Which apps/games are you Publish date:07/11/18
using at the moment?
f
[\
THIS WILL GIVE VIII.I A GOOD OVERVIEW OF THE TYPES OF THIIGS YOUR CIIILIIHEII
ARE DOING ON THEIR DEVICES, ALONG WITH THEIR INTERESTS. REMEMBER THAT
TIIEV MIBIIT NOT TELL YOU EVI HING THI Sl l: IT IS A BDDII IDEA 2
H M TO SHOW YDU THEIR DEVICE. BECAUSE NI 'S AND GAMES ARE s
- IELEASEI'I REGULARLY, IT IS IMPORTANT TO HAVE THIS tDNVERSAI‘IDI IIFTEI T0
(i,;ﬁ) ENSURE YOU ARE UP TO DATE WITH WHAT THEY ARE DOING.

Which websites do I"\ u
enjoy using and w

AS IN THE TIP ABOVE, ASHING TIIIS QUESTION WILL ALLOW YOU TO FIND OUT WHAT YOUR
CHILD IS, DIIIIIIS ONLIKE, MID E IIAEE POSITIVE CONVERSATIONS ABOUT THEIR ONLINE
TIVITY. ASH THE! WEBSITES, AND TAHE AN INTEREST IN

AC M HOW THEY USE THE El HOwW
THEY CAN USE THEM IN A PUSITIVE VIAV ALSO ASHING THEM TO SHOW YOU IF POSSIBLE.

SIIUVI l GEKUINE INTEIIEST IN WHAT THEY ARE DOING. WHILST YOU ARE PLAYING A GAME OR USING AN
IGHT HIGHLIGHT SOMETHING THAT THEY DON'T NECESSARILY THINHK IS A
TO SHARE THEIR ACTIVITIES WITH YOU,

I‘IAIEEI‘I TI'I TIIEII IF TIIE' ACT LIKE TIIE.Y, IIDII T VIIII;

ou have an e
nline friends

CHILOREN CAN FORM POSITIVE RELATIONSHIPS WITH PEOPLE ONLINE, AND THIS HAS BECOME
MORE COMMON THANHS T0 IJNI.INE MULTI PLlVEII BPTIUNS. BIIT TIIEV MAY NOT FULLY
I.IIIBERSTANIJ THE DIFFERENCE VDI.I CIIJILII MIIIE THE

UESTION MORE SPECIFIC TO VDIJH I:IIILII FDI'I EXIHPI.E Ill
TIIAI‘ YOU LIHE TO PLAY GAMES WITH?" THEY MAY NOT WANT T0 SIIARE THIS IIIFI)RHA'"IIN
'WITH YOU, SO ENSURE YOU TEM:II THEM ABOUT HEALTHY RELATIONSHIPS.

. ——

5

.

ALTHOUGH YOU MAY BE THE ADULT THEY TRUST THE MOST. SOME CHILDREN STRUGGLE TO TALH
ABOUT WHAT HAPPENS DNLINE DUE TO CONFUSION OR EMBARRASSMENT. BECAUSE OF THIS THEY
MAY STRUGGLE TO APPROACH THE NORMAL PEOPLE W'IID WOULD IIELP. SUCH AS WE““PSEAIIITJ'II'IJA

TEACHER. HAVE A CHAT TO YOUR CHILD ABOUT EXACTL)

WHERE THEY CAN GO FOR HEL
THEY CAN REPORT ANY ACTIVITY THAT THEY BELIEVE IS INAPPROPRIATE ONLINE.

Do you know what your I

personal information rs‘?

YOUR CHILD MAY ALREADY HNOW WHAT THEIR PERSONAL INFORMATION IS BUT
THEY MIGHT NOT THINK ABOUT HOW IT CAN BE SIIAREIJ IIAVE A CONVERSATION
ABOUT WHAT PERSONAL INFORMATION IS AND HOW THIS CAN AFFECT ﬂIEM IF IT IS

SIIARED EEVIIIII] TIIE INTENDED IIEEIPIEIIT IT IS IMPORTANT THAT YOUR
INDERS |E DANGERS OF SHARING CONTACT DETAILS OR PIIDTI]S lS
INFBHMATIIIN SUCH AS THIS CAN SPREAD QUICHLY ONLINE.

CHILDREN MAY NOT UNDERSTAND THE NEGATIVE IMPACTS OF DEVICE OR GAME ADDICTION. TALH
Tll THEH IIIEII.V ABOUT HEALTHY HABITS AND ASH WHETHER OR NOT THEM SPEIII!II(G TIME
OR PLAYING A GAME IS AFFECTING THEIR SLEEP, PERFORMANCE AT SCHOOL OR IF THEY
AIE EHEMLI.V LOSING INTEREST IN OTHER ACTIVITIES. YOU MAY LEAD ON T EWIIRAEINE
ALTERNATIVE ACTIVITIES AND DISCUSSING THE INTRODUCTION OF TIME LIMITS WHEN AT HOME.

- |
o
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www.nati i om  Twitter- Facebook [/NationalOnlineSafety
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‘Apps’;
specific opemng system, sud\ as AppleiOs, WIndows, or Androld
Appl

a

Sy L

P e by

ZMmappsmdgamosmusooanIPhone.lPodTwchand

other Apple devices. When your

ynunudmbemreofﬂnnsks-

What parens need fo know about

nn TheApp Store

IS YOUR CHILD 13+? INAPPROPRIATE APPS
hoom!c Ppsiwsthit -apps and games have content thatis unsuitable for
‘suchasiCl mgln.ﬁmmamy,mlnmﬁu wwm even Mup\luum;
aged
muphhlgluldlﬂ. ol mw s mm:::.;pw ‘pomographic or sexual content.
IN-APP PURCHASES et B b THIRD-PARTY APP STORES
ique conient. ks potenialy s o et
i dt yo record any v o
pidisksly s wore for other
hnmwhun-h‘s- from phones. risk by extracting sensitive information.

Top T1ps for Parents ¢ ' Saiod

K RESTRICT IN-APP PURCHASES HOW TO KNOW AN APP IS
CREI‘JEJ.?SE‘..%"EEEEA&?&II'}J ; SAFETO INSTALL
\dd Restrictions. (0%
Memb«)i:Tmamuumummm&mmdud's i
o inthe App Store or iTunes Store. AM.-:.:::
i BROWSE APPS BY AGE 7
Tunes and Apple Books. " e oy hilren 2 = re
: s
SWITCH ON‘ASKTO BUY’ R e iing ssue
Bay butt anfind pps o g SPOT FAKE REVIEWS
"Ask to Buy that
4 AVOID OTHER APP STORES . i ipuiae thei
posting fake ratings and reviews. Check the number of
‘downloads the app dlaims to have - the higher the number, the

J

National
Online
Safety

A whole school communify approach fo online safety

www.nationalonlinesafety.com

Emall us ot hello@nationalontinesafety.com or cail us on 0800 368 8061

hat Parents Need to Know

It'simportant to note that new challenges are arising on the internet all the time. We have created to this guide to raise awareness of the issue and offer
advice on helping parents to talk to their children about making safer decisions online. See also our7 conversation starters’ guide for more tips on better

ras—— e

Momoisa smlster challen&e‘ thathas been amund Ior some time.

ccommunication with your child.

YouTube, and

to
suicide kllletgamei Momo has been heawly linked with

It has recently resurfaced and
the country. Dubbed the

reportedly sends grapln: vuoIent images, and asks users to partal

CHILDREN'S VIDEOS
BEING'HIJACKED'

There have been recent reports that some
soemm? ‘mno(lnl vu‘leos on YouTube and
YouTube Kids (such as ‘surprise eggs;
unboxing videos and Minecraft videos) have
been edited by unknown sources to include

olence provoking and/or other
inappropriate content. Even though
YouTube monitor and remove videos that
include inappropriate content, clips can be
uploaded and viewed thousands of times
be ore they get reported and removed. As a
paren(. it’s difficult to spot these videos as
e harmful content doesn’t appear until
partway through the video.

Naﬁonar

waking up at ran:
thatthe’'Momo’ createdasa
Tokyo and unrelated to the’Momo' hearing ab:

yingly)... YouTube Klds.The scary dolHike ﬁgume
ke in dangerous challengeslike |
lom hours and has even been associated with self- harm. It has been reported
inanartgalleryin |

DISTRESSING FOR
CHILDREN

Popular YouTubers and other accounts have
been uploading reaction videos, showing
their experience of the MOMO challenge.

Some of the videos include a disclosure
message warning that the content may be
“inappropriate or offensive to some
audiences” and Iha vlew!r dls(renon is
advised” but these r
accessed by (Ikklng ’I undorsland and wish
to proceed’ The image of the’‘Momo’
character can be deeply distressing to
children and young penple and it’s
important to note that it may slip through
parental settings and filters.

Vldeo apps such as YouTube include an ‘up
iture which automatically starts
Iavmg another video based on the video
r st watched. Due to YouTube’s al,omh
users are shown ‘suggested videos'that they
may be interested in. The thumbnails used
on suggested videos are purposefully
created in a way to encourage viewers to
click them. Dunnﬂ our research, we found
that when watching one Momo related
video, we were shown countless other
lomo themed videos and other snrr
content which would be ase-lnappropr ate
for children under 18.

TELLTHEM IT'SNOT REAL

Just like any urban legend or horror story, the concept
can be quite frightening and distressing for young
people. Whilst this may seem obvious, it's important
for you to reiterate to your child that Momo is not a
real person and cannot directly harm them! Also tell
yourchildto not go openly searching for

DEVICE SETTINGS &
PARENTAL CONTROLS

Ensure that you set up parental controls for your

devices at home. This will help to restrict the types of
content that your child can view, as well as help you to
monitor their activity. In addition to this, its vital that

online as it may only.

you your device an: to

BE PRESENT

It's important for you, as a parent or carer, to be

present while your children are anline. This will give

you a greater understanding of what they are doing
on their devices, as well as providing you with the
opportunity to discuss, support and stop certain

activities that your child may be involved in. As the

nature of each task become progressively worse it's
slsoimpartant to ecognise any changes n your

hild's behaviour.

TALKREGULARLY WITH
YOURCHILD

As well as monitoring your child’s activity,
important for you discuss it with them too. Not onl;

will this give you an understanding of their online
actions, but those honest and

child’s utmost safety. For example, on
YouTube you can turn off ‘suggested auto-play’ on

REPORT &BLOCK

You can't always rely on parental controls to block

distressing or harmful materi
around a platform's algorith
and promote this type of material. Due to this, we
advise that you flag and report any material you
deem to be inappropriate or harmful as soon as
you come across it. You should also block the

videos to stop your child from viewing
they have not directly selected.

PEER PRESSURE

Trends and viral challenges can be tempting for
children to take part in; no matter how dangerous or
scary they seem. Make sure you talk to your child
about how they shouldn't succomb to peer pressure
and do anything they are not comfortable with, online
or offline. If they are unsure, encourage them to talk to
You or another trusted adult.

REALORHOAX?

As a parent it is natural to feel worried about certain
things you see online that may be harmful to your

will encourage your child to feel confident to discuss
issues and concerns they may have related o
online wor

chil t everthing you see online s true.
Theckthe validity of the source and be mindful of
what you share as it may only cause more worry.

| v

L J

prevent
viewing it. Also encourage your child to
record/screenshot any content they feel could be
malicious to provide evidence in order to escalate
the issue to the appropriate channels.

FURTHER SUPPORT

Speak to the safeguarding lead within your child’s
school should you have any concerns regarding
your child's online activity or malicious content

that could affect them.

If your child sees something distressing, itis
important that they know where to go to seek help
and who their trusted adults are. They could also
contact Childline where a trained counsellor will

souRces:
P

-

Twitter - @natonli

y  Facebook -/NationalOnlineSafety

listen to anything that's worrying them.
The Childline phone number is
08001111 ]

Phone - 0800 368 8061




What children need to know about

ONLINE
BULLVING

e What is online bullying? o

ONLINE BULLYING — ALSO HNOWN AS
CYBERBULLYING - IS BULLYING THAT
TAHES PLACE ON THE INTERNET
OR VIA ELECTRONIC DEVICES AND
,. MOBILE PHONES. IT CAN INCLUDE:
1 SENIIING SDMEIJNE MEAN OR
EATENIN

THR| G EMAILS, DIRECT
MESSAEES OR TEXT MESSAGES

2 HACHING INTO SOMEONE'S
ONLINE ACCOUNT

3.4 I!EING RUI]E nn MEAN TO '
MEONE WHEN PLAYING
mll.mE GAM| s

4, POSTING PRIVATE D
EMBARRASSING PHUTOS ONLINE
™ OR SENDING THEM TO OTHERS

5. CREATING FAHE SOCIAL MEDIA
* ACCOUNTS THAT MOCH SOMEONE

@ OR TRICH THEM

6. EXCLUDING SOMEONE FROM AN
* ONLINE CONVERSATION OR
BLOCHING THEM FOR NO REASON

»

= BEKIND ONLINE

BEFORE PRESSING 'SEND’ ON
CIIHIEITS. ASH \'MRSELF THESE 3

1, WHY AM1POSTING THIS?
2. WOULD I SAY THIS IN REAL LIFE?

3. AN A i o wer

L
'ﬁ National
Online
Safety

#WakeUpWednesday

www.nationalonlinesafety.com

Online Bullying, Sexting

Why does it happen?

GOING ONLINE MAHES IT EASIER FOR PEOPLE TD SAY AND D0
THINGS THEY PROBABLY WOULDN'T 0O FACE TO FACE. ONLINE
BULLIES DON'T GET TO SEE THEIR VICTIMS' REACTIONS IN
REAL LIFE, SO THIS CAN COCODN T'IlEM an TIE I!EAL
IIAMAE THAT THEY ARE DOING. QUITE

CAUSE THEY ARE GOING THROUGH SII!ETHIIIG IlIFFIElI.T

HEMSELVES AND TAHING IT DUT ON OTHERS IS THE ONLY WAY
TNEY HNOW HOW TO GET CONTROL OF THEIR OWN EMOTIONS.

mmnm‘rmmmmmmm

mlll'l’F‘ll‘llle .

ANGER OR EMBARRASS SOMEONE
YOU'RE INVOLVED IN mumnmn:am
W&mﬁrﬂsl LAUGHING AT AN ONLINE VIDED, OR

Who do | tell?

YOU DON'T HAVE TO DEAL WITH THE BULLYING ON
'YOUR DWN. TALH TO AN ADULT THAT YOU TRUST — A
PARENT, GUARDIAN, OR TEACHER. MOST WEBSITES,
'SOCIAL MEDIA WEBSITES AND ONLINE GAMES OR
MOBILE APPS LET YOU REPORT AND BLOCH PEOPLE

'WHQ ARE BOTHERING YOU, YOU COULD ALSO CONTACT o8

CHLDLINE (WWCHILDLNE ORGUH), WHERE A onel
COUNSELLOR WILL LISTEN TO. 69

THAT'S WORRYNG Y0U-. YOU DON'T EVEN HAVE T0 =

GIVE YDUR NAME. <

18,1t

hildren Act (1978),
the Criminal Justice Act (1988), and under Section LA of

the Serious Crime Act (2015). Sexting or‘youth pro

sexual Imagery' between children Is stil illegaL mn ¥

the "
your child may e de)
vulnerable, worried or anxious
aboutimagery resurfacing later,

favours, and sometimes money from victims.

SHARING

consensually.

BREAKINGTHELAW
|
|

THINKIT'S

Sy OBl ok sty nA Dastdr or S B friendship has broken down.

Sexting

‘ Eoi and suddenynims

h
the need for people to get help. Stop it being archived and repeatedly shared.

BLOCKING AND
STOPPING SEXTING
e bl o

to stop them g harmful .

HAS YOUR CHILD RECEIVED A
SEXUAL IMAGE?

National
Online
Safety

Awhole school community

www.natlonalonlmesafety com

Email us at he

oach to online safety

In April 2017, 8 new government

and Online Grooming

with

who can
 tends to use

NUMBERS OF GROOMING
OFFENCES ARE SOARING

law came into force in

England and Wales to allow police to charge adults who
send sexual messages to children through mobile phones
and social in the first year since the law change,

there were 3,000 police-recorded offences of sexual

communication with a child - a figure 50 per cent higher

than experts expected in the first year.

ALLCHILDREN AREATRISK
According to & 2018 NSPCC report, a
quarter of young people have experiencs

‘adult who they don't know in real life

trying to contact them online. One in four

sai

id they had been sent messages, images, videos or

‘other content that made them feel sad, worried or

wfortable. One in 10 girls and one in 20 boys under

uncom!
the age of 13 said they had received unwanted sexual
messages.

National
Online
5T {=14Y

CHILDREN ARE
VULNERABLE TARGETS
Groomers use psychological tricks and methods to try and.
isolate children from their families and friends and will
often choose to target more vulnerable children who may
be easier to manipulate. In order to seek potential victims,
prodators are likely to use apps and websites that are
popular with children and young people. Groomers can
use a‘scattergun’ approach to find victims, contacting
hundreds online to increase their chance of success.

LIVE STREAMING CONCERNS
Predators may use live video to target children in
real-time using tricks, dares or built-in gifts to

‘manipulate them, Grooming often takes the form
of 3 game where children receive Tikes' or even
‘performing sexual acts. Social media channels,
such as YouTube, Facebook, Instagram a s-p:m. all
have live streaming capabilities, but ny 3pps
‘which children can use to live stream, |m|-m. Omegle,
Live.me, BIGO Live, YouNow and many more.

p Tips

GROOMING CAN HAPPEN RAPIDLY
Grooming is generally a slow, methodical and intentional
process of manipulating & person to a point where they
can be victimised. However, according to researchers at the

iversity of Swansea, online grooming can also be very
with analysis of chat logs revealing that it can take
ot 18 mints for some prodarars ¥ seange o meet
their victim. The fastest predators used sophisticated,
persuasive, language-based strategies to rapidly build
trust, including the use of small talk and praise which
quickly escalated into requests for sexual messages.

ANYONE CAN GROOM YOUR CHILD
Many people expect groomers to be adults posing as
children, but this is not always the case. Data from
University of Swansea reveals that groomers'use of
identity deception (around age, location and appearance)
s fairly low. This can be because they approach many
children, limiting their ability to lie. The worry is that
honesty can be more damaging to the victim since they are
more likely to feel as If they are in a real relationship.

Tarengs

a

tall

MSGOODTOTALK

1¥s unlikely that you can stop.
your child using the Internet,

r can you constantly

monitor their online
activities, but you can talk to
your child on a regular basis
about what they do online. By

king openly with them

about online relationships,

ppropr Y
any online friends or f they play online games with people
they haven't met. This could thy
about the subject of grooming.

-
DISCUSS SAFE ONLINE BEHAVIOUR

 LOOK OUT FORWARNING SIGNS A

Make it clear to your child
requests from people they don't know and to verify friend

and advise parents to look out for:

req P - They
P y o
eally know. that
h

what they are doing online.  extra-curricular activities.
- h

numbers, addresses, passwords or name of their school.

pi
usage late at night.
+ Going to unusual places to

clothes or phones, which
they can't explain.

their knowledge. Enst

always be used by strangers to follow your child without

P fends you
DISCUSS HEALTHY RELATIONSHIPS depressed
Talk to your child about wh % P RSy
Ask them like and how they blemns sk d ,
clim to be. Explain your child a5 cukifriands,
bout personal
information, such as hobbies and relationships. vh-y may
g y HOWTO REPORT
CHECK PRIVACY SETTINGS 18 wphotn. Groomees wil o try and ialutea chid from 1 you're worried that your child is being
In order to give your child a safer online gaming people close to them, such as parents and friends, in order to groomed online or sexually exploited, you can
experience, it is important to check privacy settings or vl thels relieeinG fool apecianed Hlinia) @ report your concerns to the Child Exploitation
parental controls on the networks, devices, apps, and and Online Protection (CEOP) Safety Centre,
i i Y BE SUPPORTIVE which s part of the National Crime Agency at
check where your child is, remember that these could Shiom your child that you will siiport them snd ke sire www.ceop.police.uk/safety-centre. Reports are
you wiisly read by a Child Protection Advisor who will
§ i TR o e 4 ‘make contact by phone or email to work with

shared with

those they have permission to share with.

whetl [ t

youto makea plan to keep your child safe. If
you think a child i in immediate danger, call
the Police on 999 or NSPCC on 0808 800 5000.

or sexual comments.

o

hg-oda-oniine-dor

© National Online Safety Lid

e o aefritve gude. Pisase awoy

s epport ol

orent www.nationalonlinesafety.com






Resources for internet safety tips:

https://www.commonsensemedia.org/

https://www.commonsense.org/education/digital-citizenship

http://www.missingkids.com/home

https://www.kidsmartz.org/

https://www.netsmartz.org/Home

https://www.familyeducation.com/life/internet-safety/safety-cyberspace

https://nationalonlinesafety.com/

5.717.3513
Ermnail: ktrujillo@nmag. gov



https://www.commonsensemedia.org/
https://www.commonsense.org/education/digital-citizenship
http://www.missingkids.com/home
https://www.kidsmartz.org/
https://www.netsmartz.org/Home
https://www.familyeducation.com/life/internet-safety/safety-cyberspace
https://nationalonlinesafety.com/

REMEMBER -
NNNNNNNN -
R mornce o e

www cybertipline.com 505-717-3500

1-800-843-5618

IF YOU SEE SOMETHING, SAY
SOMETHING




